Terms and Conditions
Last update 26.09.2025

These terms and conditions (hereinafter referred to as the “Terms”) define and govern the
Client's rights and obligations when using the nextcode.tech website (hereinafter referred to
as “Website”) and establish the relationship between the Client and Bridgepoint Solutions
Ltd. By accessing or using the Website, the Client acknowledge and agree to these Terms.
Unless proven otherwise, any activity conducted on the Website via the Client’s internet
connection or electronic device will be considered its responsibility.

The nextcode.tech website is owned and operated by Bridgepoint Solutions Ltd, a company
registered under registration number C224634, with its registered address at Level 7/8
Tower C, 1 Exchange Square Wall Street, Ebene 1721-04, MU.

These Terms may be updated, amended, or modified at any time without prior notice. Any
changes will be reflected in the revised Terms and Conditions, which will be posted on this
Website along with the date of the update. It is the Client’s responsibility to review the Terms
periodically before using the Website. By continuing to use the Website after any revisions,
the Client acknowledges that he/she have read and accepted the updated Terms.

1. General terms of use

1.1 These Terms and Conditions shall be governed and construed in accordance with
the laws of Republic of Mauritius. Any disputes arising from or related to these Terms shall
be subject to the exclusive jurisdiction of the courts of Republic of Mauritius

1.2 The Client’s use of the Website is strictly limited to lawful purposes and must comply
with these Terms and Conditions. By using the Website, the Client explicitly agree not to
engage in any activities that violate the provisions stated herein.

1.3 Any actions that limit or interfere with others’ ability to use or enjoy the Website, or
that could harm Bridgepoint Solutions Ltd or its users, or expose it to liability, are prohibited.

1.4 Impersonating others, including by using an email address associated with another
person or pretending to be Bridgepoint Solutions Ltd, its employees, other visitors, or any
individual or entity, is prohibited.

1.5 Using the Website to transmit or distribute unauthorized or illegal materials, such as
advertisements, promotional content, “junk mail,” “chain letters,” or “spam,” is prohibited.

1.6 Additionally, the Client explicitly agrees to avoid the following actions:

° Using automated tools such as robots, spiders, or similar mechanisms to access the
Website for purposes like monitoring or copying its content without prior written consent from
Bridgepoint Solutions Ltd.

° Employing manual or automated methods to observe, replicate, or use any Website



content for unauthorized purposes without prior authorization.

° Using the Website in ways that could damage, overload, or impair its functionality or
interfere with others’ ability to use it, including real-time interactions.
° Utilizing any device, software, or routine—current or future—that disrupts the proper

operation and reliability of the Website.

1.7 The use of any device, software, or process, whether existing or future, that disrupts
the proper functioning or reliability of the Website is strictly prohibited.

1.8 Introducing or attempting to introduce any malicious code, including but not limited to
viruses, Trojans, worms, or other harmful materials, to the Website is forbidden.

1.9 Any attempt to gain unauthorized access to, interfere with, damage, or disrupt any
part of the Website, its servers, or any connected servers, computers, or databases is
prohibited.

1.10 Any action aimed at attacking or disrupting the normal operation of the Website is
strictly prohibited.

1.11  If the Client has evidences, such as audio, video, or photographic documentation, of
unlawful activity involving the Website or its components, the Company kindly requests
him/her to report it to the Company via email at yhesma@bridgepointsolutionsitd.com.

2. Description of the products and services

2.1 The Company specializes in the development and provision of high-quality gaming
software for online casino operators.

2.2 The products of the Company include:

Arcade games: exciting, action-packed titles with interactive mechanics and engaging
visuals, offering a fun and dynamic gaming experience.

Instant games: quick-play games designed for immediate action, providing instant
gratification and fast-paced entertainment for players on the go.

Soft games: games with smooth gameplay mechanics and soft graphics, ideal for players
seeking a relaxed, immersive gaming experience.

Fast games: high-speed titles that prioritize quick rounds and rapid gameplay, perfect for
players looking for fast-paced action.

Table games: a variety of classic casino games such as blackjack, roulette, and baccarat,
offering an authentic table experience with innovative twists.

Slot games: a wide selection of themed slot machines featuring diverse mechanics, bonus
features, and high-quality graphics designed for maximum player engagement.

Virtual games: realistic simulations of traditional sports and games with advanced graphics
and mechanics, offering a unique twist on virtual betting experiences.
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Virtual odds feed: a continuous stream of virtual sports odds, providing operators with
real-time data and betting opportunities for virtual sports markets.

2.3 The use of the Company’s gaming products is granted only under a licensing
agreement between the Company and the Client.

24 The Company endeavors to ensure the continuous availability of its products but
does not guarantee uninterrupted access due to maintenance, updates, or unforeseen
technical issues.

25 Periodic updates and improvements to the gaming software may be provided to
ensure optimal performance and compliance with regulatory requirements.

2.6 The gaming products are provided solely for integration and operation within licensed
online platforms.

2.7 Any unauthorized modifications to the Company’s software are strictly prohibited.
3. Client’s obligations

3.1 The Client is responsible for ensuring the lawful operation of the Company’s products
within its jurisdiction, including obtaining all necessary licenses and approvals from
regulatory bodies.

3.2 The Client must ensure that end users of the products meet the legal age and other
requirements set by applicable laws.

3.3 The Client must safeguard all personal and sensitive data collected through the
Company’s products and ensure compliance with applicable data protection laws, including
but not limited to the GDPR or other regional regulations.

3.4 The client must maintain fair and transparent operations, ensuring that no fraudulent
activities, unfair practices, or manipulations occur during the use of the Company’s products.

3.5 The Client is responsible for proper integration and maintenance of the Company’s
products within its platforms, ensuring compatibility, security, and user experience.

4. Limitation of Liability

4.1 The Company shall not be liable for any misuse of its products by end users,
including but not limited to violations of game rules, fraudulent activities, or any other breach
of terms of use. Users are responsible for adhering to all rules and instructions provided for
the use of the Company’s products and services.

4.2 All products and services are provided “as is,” without any express or implied
warranties, including but not limited to implied warranties of merchantability or fithess for a
particular purpose. The Company makes no representations or warranties regarding the
security, accuracy, reliability, or availability of its products and services and cannot guarantee
that the use of these products will be error-free or uninterrupted.

4.3 The Company is not responsible for any damages, losses, or harm arising from the
use of its products or services, including but not limited to data loss, financial losses, lost
profits, or any other indirect or consequential damages, even if the Company has been



advised of the possibility of such damages.

4.4 The Company is not liable for any loss or damage caused by third-party actions, such
as hacking, fraud, attacks, or other security breaches, regardless of whether these violations
are related to the use of the Company’s products or services.

5. Intellectual property rights

5.1 Trademarks, copyrights, and various other intellectual property rights, including but
not limited to information, data, code, interfaces, text, designs, artwork, photographs, music,
images, and materials (collectively referred to as “Intellectual Property”), are either the
exclusive property of Bridgepoint Solutions Ltd or are provided by its suppliers, customers,
or licensors.

5.2 Any use of the aforementioned intellectual property rights and/or related materials on
the Website is subject to the following terms and conditions:

5.2.1 The Website, along with all intellectual property and/or related materials contained
therein, is intended solely for the Client’s personal, internal, and private use.

5.2.2 Without prior written consent from Bridgepoint Solutions Ltd, the Client may not use,
reproduce, republish, post, broadcast, or transmit any part of the Website or its intellectual
property and/or related materials for any purpose, as expressly prohibited by law. This
includes restrictions on reproducing or storing any intellectual property from the Website in
any electronic retrieval system or service.

5.2.3 Modification or creation of derivative works based on any intellectual property rights
on the Website is strictly prohibited unless explicitly authorized by Bridgepoint Solutions Ltd
in these Terms or in writing.

5.2.4 All intellectual property rights not expressly granted in these Terms or in writing by
Bridgepoint Solutions Ltd are reserved by Bridgepoint Solutions Ltd.

6. Legal Compliance

6.1.1 The Client is fully responsible for ensuring that its use of the Company’s products
complies with all applicable laws, regulations, and licensing requirements in their respective
jurisdictions. The Company does not assume responsibility for any violations of local laws or
regulations resulting from the client’s use of the products.

6.1.2 Access to and use of the Company’s products is strictly prohibited in jurisdictions
where online gambling or gaming activities are considered illegal. The Client is advised to
check and comply with local laws and regulations before engaging with the Company’s
products. The Company does not permit the use of its services in regions where such
activities are banned.

7. Contact Information

For any questions or concerns regarding these T&Cs, please contact us at:



Email: ynesma@bridgepointsolutionsltd.com

Address: Level 7/8 Tower C, 1 Exchange Square Wall Street, Ebene 1721-04, MU
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